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Getting Started

TacSafe and the Safety Management System

Welcome to the Tactical Safety Manager and the Safety Management
System. The Tactical Safety Manager (TacSafe) is an automated
management tool designed to assist safety managers and commanders
at dl levelsin administering a risk management based safety program.
More importantly TacSafe is designed to provide safety managers and
leaders with views of their safety performance and of hazard trends
that exist in the organizations. TacSafe provides this organizational
view through the use of insightful reports and graphical charts that are
available at the touch of a button.

TacSafe implements a business model designed around proven
concepts based on the Army’ s risk management process and
categorizes hazards and controls around the Army principles of
Doctrine, Training, Leadership, Organization, Material, and Soldiers
(DTLOMS). Consistently adhering to these concepts means that
TacSafe presents information to commanders and safety personnel in
terms they understand and in a framework consistent with standard
Army program implementation.

This Getting Started guide provides a basic overview of the core
components of TacSafe and guides the user through installation and
initial configuration. Before we get started it isimportant to
understand a little about TacSafe and the concept around which it is
designed. The following sections introduce these concepts.

Unit Resource Management System

TacSafe is designed around a management tool known as the Unit
Resource Management System The Unit Resource Management Tool
(URMYS) is a business model designed around the Army organizational
structure. It is designed to integrate at Battalion through MACOM
levels of command. Its design encompasses the requirements of the
Army’s Units of Action and is designed to adapt easily to changes
driven by Army Transformation. The design is based on the principle
of sharing a central database model (either directly or through the use
of import / export tools) with al components associated with URMS.

Let'stake alook at an example of how the Unit Resource Management
System can ssimplify management tasks and increase productivity.
Today, atypica aviation unit will have several database tools with
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personnel related information in use throughout the organization. The
S-1 will have links to SIDPERS and will probably have alocally
devel oped database to manage personnel actions. Flight Operations
will have a database for the Automated 759 and the Aviation
Maintenance Section may store some of this information in the ULLS-
A. Databases are also likely to exist in the Safety Office and in the
unit training offices. This repetitive data is often difficult to keep
current as soldiers PCS in and out of the unit. The Unit Resource
Management System provides tools to integrate into the management
of the Organization’s S-1. With tools to exchange data with
SIDPERS, URMS can smplify the process of managing this data and
keeping it current. Once the datais part of URMS it can be shared
throughout the organization supporting training, safety, flight
operations, and general personnel resource management. Maintaining
one data repository and for all related organizational functions can
dramatically increase an organizations overall productivity.

URMS is more than a centralized repository for organizational data.
The design of URMS incorporates the concepts of scalability and
extendibility. These concepts insure along and sustainable life cycle
that allows the design of the system to adapt to the needs of the Army
as it transforms into the future force. URMS also encompasses in its
design basic information views and analysis reporting capabilities that
keep commanders informed to the state of their organization and to
any trends that may exist.

URMS is more than a computer program. It is a design approach that
enhances the Army’ s goals of the digitized battlefield. All

applications adhering to the URMS model a guaranteed to work
together and compliment each others capabilities. Through innovated
design and integration techniques URMS applications such as TacSafe
function as stand a one applications or as part of an organization
information management suite.

Tactical Safety Manager and the TacSafe Console

The base application for all functional area applications of the Unit
Resource Management System are designed to be mini-suite console
management applications. These console applications provide an
overview of al the sub-component functions within the functional area
with single click access to their capabilities. The console also provides
acollection of common reports and charts giving the command a one
touch view of the organization. The TacSafe Console divides the sub-
component functions into four categories.

1. Administrative Management — Provides tools to manage common
administrative data associated with an organization such as
organization structure, personnel, facilities, etc.
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2. Safety Program Management — Provides tools to manage the
common administrative requirements associated with specific
safety related programs suchas respiratory protection, explosive
safety, safety training, safety awards management, etc.

3. Hazards Management — Provides tools to identify, manage, and
control hazards identified through various hazard identification
techniques such as safety inspectiors, mishap investigations, and
employee hazard reporting.

4. Anaysis— Provides tools that give unique views of trends within
the organizations. With TacSafe’ s built in analysis capabilities
commanders at al levels are provided with tools to view hazards
and hazard trends within the organization. These capabilities are
totally unique and not found in any other safety resources available
inthe Army. Anaysis capabilities consist of a series of detailed
analysis reports and charts. Information in these reportsis
provided in adrill-down format that gives progressively detailed
views of trends within the organization. These analysis reports
categorize trends into their DTLOMS and quantify associated
hazard and hazard precursor trends. Hazard precursors are those
conditions that allow the hazards to be present. Additional reports
provide views of organizational and leadership actions that cause
the hazards. These views provide commanders with answers to
why the hazard exists. Through the use of the centralized hazard
management tools and analysis tools, commanders and safety
managers can identify the problem, determine its cause, resource
the most effective solutions and controls and then track
performance. Early identification of these trends can mean that
hazards are controlled be for they result in injury or property
damage. When implemented, it can significantly contribute to
Secretary Rumsfeld’ s challenge to reduce accidents by 50%.

The TacSafe Console application also provides areference library
catalog that links to the Safety Management System digital library and
to safety resources on the Internet. This safety reference catalog
provides easily navigable links to the entire safety reference and
resource library. See What's in the Package below for a description of
the references and resources accompanying TacSafe and the Safety
Management System.
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Figurel - TacSafe Console Components

What's in the Package

TacSafe is an integrated component to the Safety Management System
and ships as part of two different packages. The most complete
package is the Safety Management System DVD. |n addition to the
TacSafe application, the Safety Management System DVD contains
over 11,000 safety management resource files related to all aspects of
safety management. These include safety training files, safety
program management tools, Safety Manager Guides (see Safety
Management Overview document for a description of Safety Manager
Guides), computer based training resources, and safety reference
materials. The Safety Management System DVD offers a complete
package of resources to successfully manage an organization’s safety
program. For adetailed description of the Safety Management System
see the “ Safety Management System Overview” document located on
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both the Tactical Safety Manager CD and the Safety Management
System DVD.

For organizations and individuals that do not have accessto a
computer with aDVD drive, TacSafe also ships on the Tactical Safety
Manager CD. The Tactical Safety Manager CD includes all the
software application components included on the Safety Management
System DVD. It does not though contain most of the other Safety
Management System resources. Only the reference library of
approximately 300 references are includes.

TacSafe Components Defined

TacSafe is a software product that consists of a series of stand-alone
applets that assist in the administrative processes of safety
management. The individual components of the Tactical Safety
Manager are managed from a single console application much like
Microsoft Office Binder. Several specific design features are
incorporated into TacSafe to ensure the applets are extendible,
compatible, and supportable. Through the use of “Wizards’ and
friendly user interfaces, TacSafe will simplify the administrative
processes associated with managing a safety program in Army units.
Safety management functions are grouped into the three categories
below.

Safety Program Management

The safety program management portion of TacSafe tracks
information associated with program management and compliarce.
Information related to safety programs such as explosives safety,
respiratory protection, safety awards, and radiation safety is tracked
and managed to simplify compliance requirements, reporting
requirements, and improve overall employee and organizational safety.

Hazard | dentification and Tracking

TacSafe supports detailed hazard identification and tracking processes.
Hazards associated with safety inspections, hazard observations, safety
council findings, and hazards associated with accidents are collectively
recorded in a central hazards log Hazards are managed collectively to
better prioritize corrective actions and controls, analyze trends,

identify systemic defects, and associate related findings. The
centralized hazards log model used in TacSafe is a unique and highly
innovative approach to eliminating or effectively controlling
organizational hazards. This capability can dramatically reduce
mishaps and increase an organizations integration of the risk
management process.

Hazard Profiling and Analysis
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All hazards are qualified and quantified to assist in analysis and trend
profiling of the organization. This capability along with other hazard
and mishap quantification capabilities provides commanders with
incredibly powerful tools to identify trends, root cause hazards, and at
risk behaviors within an organization Anaysis tools aso quantify the
effectiveness and sustainability of controls implemented to determine
best course of actions when similar hazards and trends arise in the

future.
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Figure 2 - Hazard Analysis Capabilities
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Using TacSafe

This section is designed to take the user through the installation and
configuration process of TacSafe. Configuring TacSafe includes the
initial set up of the application and defining the organizational
structure. Before installing ensure your system meets the minimum
hardware and software requirements.

System Requirements

The following is alist of the minimum hardware and software
requirements. Recommended specifications are listed where
applicable.

Operating System Requirements
- Windows NT with service pack 6a
- Windows 2000
- Windows XP
- Windows Server 2003
Computer Hardware Requirements
- Pentium class processor
- Memory
=  Minimum: 256 MB memory
= Recommended: 512 MB memory
- Videoresolution
= Minimum: 800 X 600 with 65,000 color
= Recommended: 1024 X 768 or higher with true color
- Hard Disk Space
=  Minimum: 125 MB of disk space
= Recommended: 250 MB of disk space
- CD/DVD ROM
= For the Safety Management System aDVD-ROM capable
disc drive is required
= For the Tactical Safety Manager a CD-ROM capable disc
driveisrequired

Before You Begin — Defining the Organizational Structure
and the Command Organization

TacSafe is unique in its ability to report hazard trends and an
organizational profile in an easy to understand manner. Commanders
can benefit dramatically from the answers provided in these reports.
To accomplish this TacSafe incorporates a fundamental design concept
of the Unit Resource Management System. This design concept
logically organizes and groups data so safety managers and
commanders can drill down through the reporting organization to find
the source of hazards and hazardous trends within the organization.
TacSafe incorporates a core Unit Resource Management System
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Figure 3 - Command
Organization M anager

component known as the Organization Manager. The Organization
Manager groups subordinate organization elements into logical

| reporting groups under a representative command organization to

effectively report data. This Command Organization may represent
the actual chain of command or it may represent logical groupings
based on geographic locations or operational attachments. The
Command Organization structure should also represent the command
relationship necessary for controlling hazards and implementing
corrective actions.

... Higher levels of command such as Divisions, MACOMs, installations,

etc. may contain more than one Command Organization. This
provides for a drill-down capability to isolate trends and problem
areas. When multiple Command Organizations are used one of these
Command Organizations are selected as the Master Organization. The
Master Organization is the highest level organization used for
grouping reports.

Below are examples of how Command Organizations may be
structured to enhance reporting capabilities.

TacSafe isidedly suited for Battalion and higher levels of
command. Each Command Organization contains a collection of
subordinate organizations. Thisis typically the Command
Organization and one level of command and one level of command
below. For aBattalion, the Command Organization is the
Battalion with its companies listed as subordinate organizations

A Brigade may ligt itself and each of its subordinate Battalions as
Command Organizations. Each Command Organization would list
Companies associated with the Command Organization. The
Brigade would also be selected as the Master Organization.

Additional planning is required for use above Brigade levels of
command. It isimportant that organizations are grouped in a
manner that functionally makes sense for the identification of
hazards and implementation of controls. Typically, higher
command levels such as Divisions or MACOMs would list all
Major Subordinate Commands as Command Organizations. Each
of these Mgjor Subordinate Commands would group all
subordinate organizations under their Command Organization.

Installations and Area Support Groups also require additional
planning. Because a command relationship between the
installation and the assigned organizations may not exit, it is
important to define the most effective Command Organization
structure. The Command Organization structure should be
designed to enhance hazard analysis, reporting, management, and
control. Typically, Brigade command elements assigned to the
installation or support group should be listed as Command
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Organizations. Each of the Brigades would group all subordinate
organizations under their Command Organization. Battalions and
all companies are listed individually under their respective
Command Organization.

Before installing TacSafe, identify how your organizations will be

structured and how you want data grouped for reporting. Define each
Command Organization, the Master Organization, and groupings for

subordinate organizations. Recommend writing down the Command
Organization plan prior to installing to simplify configuring
organizations in TacSafe. For more information using Organization

Manager and managing Command Organizations and the organization
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Figure 4 - Mishap Reporting Structure Capabilities

Installing TacSafe

Now that you' ve defined your Command Organizations it is time to
install TacSafe. TacSafe shipsin one of two versions. The
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Figure5 - TacSafe
Installation Dialog

recommended package ships on a DV D with the entire Safety
Management System. For those that do not have access to a computer
with aDVD drive, TacSafe also shipson a CD. Though the CD has
far fewer resources than the Safety Management System DVD it does
come with a complete digital safety reference library that is integrated
with the TacSafe application. Both the TacSafe CD and the Safety
Management System DVD include an easy to use graphical interface
for installation of TacSafe and access to other included resources. To
install TacSafe follow each of the steps below:

1. Insert CD or DVD into the computer CD / DVD disc drive. The
application should start automatically. If autostart does not
function click on safety.exe on the root directory of the CD/DVD.

2. Onthe TacSafe CD
a. From the start-up screen select Install TacSafe

Tactical Safaty
Manager

B o]

b. Following the directions on the Install TacSafe installation
tool.

3. On the Safety Management System DVD
a. From the start-up screen select Tactical Safety Manage

Safety Management
System
Prot v s Foit, Tharntiglh Joball Mlimigpamisast
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c. Following the directions on the Install TacSafe installation
tool.

First Run Configuration of TacSafe

As mentioned previoudly, defining the Command Organization is very
important to the reporting capabilities of TacSafe. Because of this,
TacSafe has a built in feature to run an initial configuration wizard the
first time you use the application. The wizard’s primary function is to
define the highest level Command Organization / Master Organization.
The following sections will take you through each step of the wizard:

1. Click Next to continue

Wakooma to: tha Tachoal Safoby
Manage Confiquention Wiraid
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2. Enter the name of the Command Organization / Master
Organizationthen click Next
R |
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3. Enter the administrative information about the Command
Organization / Master Organization then click Next
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4. When you are sure the information you entered is correct click
Finish




Protecting the Force through Risk Management

Hl

Create Command Organization l-‘

Click. Pust’ by creats a Command Oigamcehos bosad o e
infuirmating uiahid piasoisly. Cleh Prisosais’ 1o msko chaagas

l-:kll.nﬂ'lwu-j

When the wizard completes TacSafe will open and you are ready to
get started. The first thing you need to do is to complete building your
reporting organization structure. Select Organization Manager from
the Administrative Menu and compl ete setting up your Command
Organization / Master Organization. For more details on setting up
your Command Organization, adding additional Command
Organizations, and general use of Organization Manager see the
Organization Manager Users Guide.

Daily Use

The TacSafe console application is intended to be a daily safety
management tool. From the console you can access all of the TacSafe
tools and reports. The TacSafe console will also give you direct
access to new safety management tools and reports as they become
available. The following section describes the functions that can be
managed from the TacSafe console. See Appendix B for a detailed
description of each of TacSafe’' s components.

Operational Tools

From the TacSafe console you can launch tools to identify and manage
hazards. TacSafe provides tools to manage the centralized hazards
log, report aircraft and ground mishaps, complete employee hazard
reports, assist in safety council issue management, and conduct
periodic and command inspections. Through the use of import and
export wizards mishap reports and non-controlled hazards can be
digitaly sent to higher headquarters without the use of paper reports.
This increases visibility of hazards and alows hazards to be controlled
at the proper levels

TacSafe aso provides tools to manage standard Army Safety
Programs suchas respiratory protection, explosives safety, safety
training, and safety awards programs. For these tasks TacSafe focuses
on reducing the administrative record keeping and reporting burden.
Reports and record keeping capabilities are designed around Army and
applicable OSHA requirements. Repetitive tasks are kept to a
minimized through the reuse of data.

TacSafe' s greatest strength is in putting this datato use. TacSafe
guantifies ands categorizes data to present it to commanders and safety
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officers in aform that is easy to understand and to take action upon.
The analysis tools focus on identifying hazard trends to effectively
develop controls and implementation plans.

All aspects of safety are managed as one integrated program. As each
tool in TacSafe is used data is stored into the integrated database.
Over time TacSafe can increase in efficiency through the reuse of the
repetitive data stored in the database.

Utility Components

The TacSafe console also provides access to utility functions. The
Tools menu provides links to perform configuration functions,
database maintenance, and other similar functions.
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More Information

TacSafe provides two standard methods to assist users in the use of its
integrated components. Users may find additional guidance in the
component’ s help file or in the component’ s users guide. Both of the
valuable resources may be accessed through the help menu in found in
each of the TacSafe components. For context sensitive help while
using TacSafe, press F1 from any screen.




Protecting the Force through Risk Management

Technical Support and User Recommendations

Product Recommendations

The requirements and specification for the Tactical Safety Manager
have been under development for severa years with multiple sources
contributing their requirements. TacSafe is a dynamic product
designed to adapt and transform to meet the needs of the Army.
Requirements, capabilities, and specifications continue to be solicited
and modified. Eighth US Army currently has sponsorship oversight of
the Tactical Safety Manager. To request acapability or contribute to
requirement specifications, please contact the address below.

Eighth US Army Command Safety Office
ATTN: TacSafe Team
APO, AP 96205-0005

DSN: (315) 723-3934
Commercial: +82-2-3-7913934

E-Mail: davecms@us.amry.mil
Webh: http://8tharmy.korea.army.mil/safety

Y ou can also contact the developer directly at:

David W. Johnson

Corporate Management Systems
HHC 17" Aviation Brigade
Unit 15270

APO, AP 96205-5270

DSN: (315) 723-3934
Commercia: +82-18-222-4825

E-Mail: dave.johnson@cormansystems.com
Web: http://www.cormansystems.com

Technical Support

To report errors, issues, applications bugs, or to ask a specific
technical question about TacSafe or any of its integrated components,
contact Corporate Management Systems at the address below:

David W. Johnson

Corporate Management Systems
HHC 17" Aviation Brigade
Unit 15270

APO, AP 96205-5270

DSN: (315) 723-3934
Commercia: +82-18-222-4825
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E-Mail: dave.johnson@cormansystems.com
Web: http://www.cormansystems.com

The most common difficulties identified with TacSafe during
installation are related to security features managed by your Systems/
Network Administrators. For technical support related to the
installation of TacSafe, contact your organization’s Systems / Network
Administrator
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Appendix A — TacSafe Tools

TacSafe — Modular by Design

The Tactical Safety Manager was designed as a modular suite of safety
management component tools. Each of these components is designed
to function independently or collectively to compliment each other.
Using a modular approach also allows for incremental development
and deployment. The requirements specification for TacSafe includes
awide variety of components covering all aspects of safety program
management. The initial distribution of TacSafe contains core
capabilities to manage hazards, conduct inspections, and manage and
report mishaps. Following theinitia distribution TacSafe components
will be distributed as they are completed (every six to twelve weeks).
The following sections define each of the components that make up
TacSafe version 1.0. Those components still under development are
preceded with a double asterisk (**).

Administrative Components

As previously mentioned, the Tactical Safety Manager is part of a
larger conceptual software tool known as the Unit Resource
Management System (URMS). URMS contains a core set data
resources common to all functional areas. These data elements are
static by nature and change very little over time. The data resources
are managed by a set of tools categorized as Administrative
Components. Below are the Administrative Componentsused in
TacSefe.

Organization Manager

Organization Manager provides the user with the abilities to establish
areporting structure for TacSafe and also define the actual Army
organizational structure for each organization cataloged in the system.
Organization Manager is central to the reporting and analysis
capabilities of TacSafe. Every component within TacSafe uses
organizational information. Organizational Manager aso provides
tools to define standardized functional programs within and
organization such asfire safety, FOD Prevention, respiratory
protection program, explosive safety program, etc. Organization
Manager is part of theinitial core shipment of TacSafe.
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Figure 6 - Organization M anager

** Personnel Manager

Personnel Manager provides the user with tools to manage
information about soldiers assigned to an organization and
administrative information associated with the individual. Personnel
Manager is an essentia part of the Safety Training Manager and the
Safety Awards Manager but is not essential for other TacSafe
components. Personnel Manager is not part of the initia core
shipment of TacSafe.

** Equipment Manager

Equipment Manager provides the user with tools to manage equipment
assigned to an organization. Equipment istypically defined as Army
aircraft, Army motor vehicles, and Army combat vehicles but also may
include any other assigned TDA or MTOE equipment. Likethe
Personnel Manager, Equipment Manager serves a non-critical
supporting role in TacSafe. Equipment Manager isnot part of the
initial core shipment of TacSafe.
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Facilities Manager

Facilities Manager provides the user with tools to manage facilities
and real property assigned to an organization. Facilities Manager also
provides tools to manage maintenance work orders associated with a
facility or real property. Facilities Manager, though not required, can
significantly enhance the safety manager’s ability to manage hazards
that are associated with a select facility. It also provides tools to assess
the health profile of afacility by reporting on the currency of fire
extinguisher inspections, compressor regulator calibrations, waivers
management, SASOHI currency, and grounding point ohm readings.
Facilities Manager is part of the initial core shipment of TacSafe.

Safety Program Management Components

The Safety Program Management Components are designed to reduce
the regulatory record keeping and reporting requirements of specific
safety related organizational programs. These components also
integrate with other component categories to enhance the analysis
capabilities of TacSafe. Below are the Safety Program Management
Components used in TacSafe.

** Safety Training Manager

Safety Training Manager provides the user with tools to manage
periodic safety compliance and safety awareness training.
Management functionality includes course definitions, training
reguirements management (based on job requirements), class
scheduling, and attendance management and reporting. Safety
Training Manager also provides tools to integrate with Safety
Management Systems compliant computer based training courses.
Record of training and testing can be imported from the computer
based training course directly into an individuals training record.
Safety Training Manager is not part of theinitial core shipment of
TacSafe.

** Safety Awards Manager

Safety Awards Manager provides the user with tools to manage
organizational and individual safety awards. Safety Awards Manager
supports al DA level safety awards and locally developed safety
awards. Safety impact award programs are also supported. Safety
Awards Manager is not part of the initial core shipment of TacSafe.

**Radiation Safety Program Manager

Radiation Safety Program Manager provides the user with toolsto
manage an organization’s radiation safety program. Radiation Safety
Program Manager catalogs an organization’ s radioactive commodities
and manages inspection requirements associated with the materials.
The initial release will focus on tools to manage standard radioactive
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materials found in an organization such as the chemical detection and
warning systems. Later releases will provide support for more intense
radiation safety programs such as those found in hospitals. Radiation
Safety Program Manager isnot part of theinitial core shipment of
TacSefe.

** Respiratory Protection Program Manager

Respiratory Protection Program Manager is not part of theinitial core
shipment of TacSafe.

** Explosives Safety Program Manager

Explosives Safety Program Manager provides the user with tools to
manage an organization’s explosive safety program. Explosives Safety
Program Manager catalogs ammunition and explosives inventories,
manages inventory and inspection requirements, and assistsin
identifying recalled inventories. Explosives Safety Program Manager
isnot part of the initial core shipment of TacSafe.

** Safety Publications Manager

Safety Publications Manager provides the user with tools to manage
publications and reference materials associated with TacSafe. TacSafe
itself ships with over 250 reference publications. These publications
are accessed directly through the TacSafe Console. Safety
Publications Manager provides the user with tools to manage and
update the reference library catalog and to add new / user publications
to the catalog list. User publications may be digital versions of
published reference or it may aso be links to web resources. Safety
Publications Manager is not part of the initial core shipment of
TacSefe.

Hazards Management Components

The Hazards Management Components represents the core capabilities
of the Tactical Safety Manager. TacSafe's unique abilities to manage
hazards and controls significantly contribute to meeting DoD accident
reduction goals. Below are the Hazards Management Components
used in TacSafe.

Hazards Log Manager

Hazards Log Manager isthe core central component of TacSafe.
Hazards Log Manager provides a single repository for al hazards
identified regardless of the identification process. Hazardous findings
identifies through mishap investigations, hazards from periodic
inspections, standardized inspections such as the Standard Army
Safety and Occupationa Health Inspection (SASOHI) ard the
Aviation Resource Management Survey (ARMS), employee hazard
reporting programs (Occupational Hazard Report and Employee
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Report of Unsafe Working Condition), and safety council issues are all
stored in a common repository and managed collectively. This
approach provides safety managers and commanders with asingle
view of al hazardsin their organization. The common repository
enhances hazard analysis and provides enhance resource management
to prioritized and expedite hazard control implementation. Hazards
Log Manager is part of theinitial core shipment of TacSafe.
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Safety I nspection Manager

Safety Inspection Manager provides the user with tools to manage
periodic routine inspections such as fire safety inspections, FOD
prevention inspections, and facility inspections. It also provides tools
to support standardized command type inspections such as the
Standard Army Safety and Occupational Health Inspections
(SASOHI), Aviation Resource Management Survey (ARMYS), and
Command Inspection Programs (CIP). Findings from inspections are
stored in the central hazard repository for hazard management and

control.

Future reporting tools will also manage scheduling and

required reporting of completion of required periodic inspections.
Safety Inspection Manager is part of theinitial core shipment of

TacSafe.
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Mishap Reporting Manager

Mishap Reporting Manager provides the safety user with tools to
manage the mishap investigation process and report the mishap to
higher commands in accordance with AR 385-40 and DA Pam 395-40.
Mishap Reporting Manager generates standard reports such as the
AGAR and the AAAR. A unique feature of Mishap Reporting
Manager isits singular approach to reporting mishaps. Thereis not a
separate tool for reporting ground mishaps from aviation mishaps. All
mishaps are recorded in a common repository. Additionaly, all
mishap findings are recorded as hazards in the central hazards
repository. This approach enhances TacSafe' s analysis by providing a
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singular view or the organization. Trends and weaknesses within the
organization are able to be identified much more quickly as a result of
this approach. Mishap Reporting Manager is part of the initial core
shipment of TacSafe.

** Safety Council Minutes Manager

Safety Council Minutes Manager provides the user with tools to
manage minutes and issues resulting from standard safety council
meetings. Issuesidentified in safety councils are managed in the
central hazard repository. Safety Council Minutes Manager also
produces all council worksheets and minutes in a standard Army
format. Safety Council Minutes Manager is not part of the initial core
shipment of TacSafe.

** Employee Hazard Reporting Manager

Employee Hazard Reporting Manager provides the user with tools to
manage employee reports of hazards in aformat conforming to the
Occupational Hazard Report and the Employee Report of Unsafe or
Unhealthful Working Condition. Employee identified hazards may
also be entered in a freeform format. Hazards identified in this manner
are also managed in the central hazard repository. Employee Hazard
Reporting Manager is not part of the initial core shipment of TacSafe.

** Automated Risk Assessment and Management Tool

The Automated Risk Assessment and Management Tool is designed as
atool to assist first line supervisors through commanders with an
automated risk matrix reporting tool. Completed matrices are also
stored in the system for reuse on similar operations. The Automated
Risk Assessment and Management Tool enhances and smplifies the
risk analysis process through the use of standard common activities.
These activities are defined by the using organization and may be
updated at any time. The Automated Risk Assessment and
Management Tool isnot part of the initial core shipment of TacSafe.

Analysis Components

TacSafe is unsurpassed in its ability to analyze hazard trends and
present this analyzed information in a sensible easy to understand
format. Analysis capabilities are designed into every component
element that makes up TacSafe. The Analysis Components provide
Safety Managers with tools to manipulate, group, chart, and report this
information. Below are the Analysis Components used in TacSafe.

**Hazards Trend Analysis Tool

The Hazards Trend Analysis Tool provides the user with tools to
analyze trends within the organization. TacSafe's unique central
hazard repository was designed in conjunction with the Hazards Trend

10
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Analysis Tool. Because specific aspects of each hazard are quantified
hazard trends can be quickly identified and acted upon. Users are
given the ability to group hazard data together and select specific areas
to look at. Data groupings may indicate trends within the
organization. The Hazards Trend Analysis Tool is not part of the
initial core shipment of TacSafe.

** Systemic Defect Management Tool

The Systemic Defect Management Tool provides the user with tools to
isolate the root cause systemic hazard. Through the use of the Hazard
Trend Analysis Tool and other analysis functions within TacSafe, root
cause systemic hazards are identified. These root cause systemic
hazards are entered into the Systemic Defect Management Tool where
the process of elimination and control of the systemic hazard is
managed. The Systemic Defect Management Tool isnot part of the
initial core shipment of TacSafe.

Utility Components

TacSafe is designed to be scalable and extendible. This means that as
the Army transforms TacSafe can mature and also transform to support
these changing requirements. Utility Components are designed to
provide users with tools and resources to keep TacSafe up to date.
Below are the Utility Components used in TacSafe.

** Safety Organizer Tools

Safety Organizer Tools are a collection of tools designed to provide
calendar management resources for safety managers. These tools will
provide calendar and planning guides for upcoming inspections,
waiver expiration dates, inspection expiration dates, etc. Safety
Organizer Toolsare not part of theinitial core shipment of TacSafe.

I mport / Export Wizards

Import / Export Wizards provide the user with tools to import mishap
reports and hazards from subordinate commands as well as export this
information to higher commands. Data is exported in a format that
allows for direct import into the higher commands database. This
insures that higher commands have visibility of this information and
can include it in their hazard / trend analysis. Import / Export Wizards
are part of theinitial core shipment of TacSafe.

Database and Configuration Management Utilities

Database and Configuration Management Utilities provide the user
with utilitarian tools to supporting functions for TacSafe. These tools
manage the location of the database files, reports, and references.
Tools are aso provided to compact the database as well as backup and

11
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restore the database. Database and Configuration Management
Utilities ar e part of the initial core shipment of TacSafe.
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Appendix B - End User License
Agreement

Tactical Safety Manager

IMPORTANT-READ CAREFULLY: ThisEnd User License Agreement isalegal agreement between you (either an
individual or asingle entity) and Corporate Management Systems (CorMan Systems)for the Tactical Safety Manager
(TacSafe), which includes computer software, associated media, and printed materials, and may include “online” or
electronic documentation (* SOFTWARE PRODUCT” or “SOFTWARE”"). By installing, copying, or otherwise using the
SOFTWARE PRODUCT, you agree to be bound by the terms of this End User License Agreement. |f you do not agree
to the terms of this End User License Agreement, promptly return the SOFTWARE PRODUCT to CorMan Systems.

Software Product License

The SOFTWARE PRODUCT is protected by copyright laws and international copyright treaties, aswell as other
intellectual property laws and treaties. The SOFTWARE PRODUCT islicensed, not sold.

1. GRANT OF LICENSE. The End User License Agreement grants the following rights:

System Software. You may install and use one copy of the SOFTWARE PRODUCT on asingle computer. If the
SOFTWARE PRODUCT includes functionality that enables the single computer to act as a network server, any number
of computers or workstations may access or otherwise utilize the basic network services of the server.

Storage/Network Use. Y ou may also store or install acopy of the SOFTWARE PRODUCT on astorage device, such as
anetwork server, used only toinstall or run the SOFTWARE PRODUCT on your computers over an internal network;
however, you must acquire and dedicate alicense for each separate computer on which the SOFTWARE PRODUCT is
installed or run from the storage device. A license for the SOFTWARE PRODUCT may not be shared or used
concurrently on different computers.

License Pack. If you have acquired the End User License Agreement in a TacSafe License Pack, you may make the
number of additional copies of the computer software portion of the SOFTWARE PRODUCT authorized on the printed
copy of this End User License Agreement, and you may use each copy in the manner specified above.

Department of Defense. The Department of Defense and associated service branches (DoD) have theright to copy,
install and distribute the SOFTWARE PRODUCT to all current safety professionals employed by the DoD Royalty
Free. Use of the SOFTWARE PRODUCT distributed by the DoD isonly to be used for the management of safety
programs under the control of the DoD. All other aspects of this End User License Agreement apply.

2. DESCRIPTION OF OTHER RIGHTSAND LIMITATIONS.

Limitations on Reverse Engineering, Decompilation, and Disassembly. Y ou may notreverse engineer, decompile, or
disassemble the SOFTWARE PRODUCT, except and only to the extent that such activity is expressly permitted by
applicable law not withstanding this limitation.

Separation of Components. The SOFTWARE PRODUCT islicensed asasingle product. |ts component parts may not
be separated for use on more than one computer.

Rental. Y ou may not rent or |ease the SOFTWARE PRODUCT.

Software Transfer. Y ou may permanently transfer all your rights under the End User License Agreement, provided you
retain no copies, you transfer all the SOFTWARE PRODUCT (including all component parts, the media and printed
materials, any upgrades, this End User License Agreement, and, if applicable, the Certificate of Authenticity), and the
recipient agreesthe terms of the End User License Agreement. |f the SOFTWARE PRODUCT is an upgrade, any
transfer must include all prior versions of the SOFTWARE PRODUCT.

Termination. Without prejudice of any other rights, CorMan Systems may terminate this End User License Agreement if
you fail to comply with the terms and conditions of this End User License Agreement. In such event, you must destroy
all copies of the SOFTWARE PRODUCT and all copies of the SOFTWARE PRODUCT and all of its component parts.

3. UPGRADES. If the SOFTWARE PRODUCT is an upgrade from another product, whether from CorMan
Systems or another supplier, you may use or transfer the SOFTWARE PRODUCT only in conjunction with that
upgraded product, unless you destroy the upgraded product. |f the SOFTWARE PRODUCT is an upgrade of aCorMan
Systems product, you now may use that upgraded product only in accordance with this End User License Agreement. If
the SOFTWARE PRODUCT isan upgrade of acomponent of a package of software programs that you licensed as a
single product, the SOFTWARE PRODUCT may be used and transferred only as part of that single product packaged
and may not be separated for use on more than one computer.
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4. COPYRIGHT. All titleand copyrightsin and to the SOFTWARE PRODUCT (including but not limited to any
images, photographs, animation, video, music, text, and “applets” incorporated into the SOFTWARE PRODUCT), the
accompanying printed materials, and any copies of the SOFTWARE PRODUCT, are owned by David W. Johnson of
CorMan Systems. The SOFTWARE PRODUCT is protected by copyright |aws and international treaty provisions.
Therefore, you must treat the SOFTWARE PRODUCT like any other copyrighted material except that you may either (a)
make one copy of the SOFTWARE PRODUCT solely for backup or archival purposes, or (b) install the SOFTWARE
PRODUCT on asingle computer provided you keep the original solely for backup or archival purposes. Y ou may not
copy the printed materials accompanying the SOFTWARE PRODUCT.

5. DUAL-MEDIA SOFTWARE. You may receive the SOFTWARE PRODUCT in more than one medium.
Regardless of the type or size of medium you receive, you may use only one medium that is appropriate for your single
computer. You may not use or install the other medium on another computer. Y ou may not loan, rent, lease, or
otherwise transfer the medium to another user, except as part of the permanent transfer (as provided above) of the
SOFTRWARE PRODUCT.

6. U.S. GOVERNMENT RESTRICTED RIGHTS. The SOFTWARE PRODUCT and documentation are
provided with RESTRICTED RIGHTS. Use, duplication, or disclosure by the Government is subject to restrictions as set
forth in subparagraph (c)(1)(ii) of Rightsin Technical Dataand Computer Software clause in DFARS 252.227-7013 or
subparagraphs (c)(1) and (2) of the Commercial Software-Restricted Rights at 48 CFR 52.227-19, as applicable.
Manufacturer is David W. Johnson of CorMan Systems, HHC 17" Aviation Brigade, Unit 15270, APO, AP 96205.

MISCELLANEOUS

If you acquire this product in the United States, this End User L icense Agreement is governed by the laws of the State of
Tennessee. |f you acquire this product in Canada, this End User License Agreement is governed by the laws of the
Province of Ontario, Canada. Each of the parties hereto irrevocably attornsto the j urisdiction of the courts of the
Province of Ontario and further agreesto litigation which may arise hereunder in the courts |ocated in the Judicial District
of York, Province of Ontario. If this product was acquired outside the United States or Canadathen local law may apply.

Should you have any questions concerning this End User License Agreement, or if you desire to contact CorMan Systems
for any reason, please contact David W. Johnson, HHC 17" Aviation Brigade, Unit 15270, APO, AP 96205-5270; e-
mail: dave.johnson@cormansystems.com

LIMITED WARRANTY

LIMITED WARRANTY. CorMan Systemswarrants that (a) the SOFTWARE PRODUCT will perform substantially in
accordance with the accompanying written materials for a period of ninety (90) days from the date of receipt and (b) any
hardware accompanying the SOFTWARE PRODUCT will be free from defectsin materials and workmanship under
normal use and service for aperiod of one (1) year from the date of receipt. Some states and jurisdictions do not allow
limitations on duration and implied warranty, so the above limitations may not apply to you. To the extent allowed by
applicable law, implied warranties on the SOFTWARE PRODUCT and hardware, if any are limitedto ninety (90) days
and one (1) year respectively.

CUSTOMER REMEDIES. CorMan Systemsand itssuppliers’ entireliability and your exclusive remedy shall be at
David W. Johnson’ sand CorMan Systems’ option, either (&) return the price paid, or (b) repair or replacement of the
SOFTWARE PRODUCT or hardware that does not meet CorMan Systems’ Limited Warranty and which isreturned to
CorMan Systems with a copy of your receipt. ThisLimited Warranty isvoid if failure of the SOFTWARE PRODUCT or
hardware has resulted from accident, abuse, or misapplication. Any replacement SOFTWARE PRODUCT or hardware
will bewarranted for the remainder of the original warranty period or thirty (30) days, whichever islonger. Outsidethe
United States, neither theseremediesnor any product support services offered by CorMan Systemsar e available
without proof of purchase from an authorized international sour ce.

NO OTHER WARRANTIES. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW,
COORMAN SYSTEMSNOT DAVID W. JOHNSON DISCLAIMS ALL OTHER WARRANTIES, EITHER
EXPRESSOR IMPLIED, INCLUDING, BUT NOT LIMITED TO, IMPLIED WARRENTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, WITH REGARD TO THE
SOFTWARE PRODUCT, AND ANY ACCOMPANYING HARDWARE. THISLIMITED WARRANTY GIVES
YOU SPECIFIC LEGAL RIGHTS. YOU MAY HAVE OTHERS, WHICH VARY FROM
STATE/JURISDICTION.

NOLIABILITY FOR CONSEQUENTIAL DAMAGES. TO THE MAXIMUM EXTENT PERMITTED BY
APPLICABLELAW, IN NOEVENT SHALL CORMAN SYSTEMSNOR DAVID W. JOHNSON BE LIABLE FOR
ANY SPECCIAL,INCIDENTAL, INDIRECT, OR CONSEQUENTIAL DAMAGES WHATSOEVER (INCLUDING,
WITHOUT LIMITATION, DAMAGES OR LOSS OF BUSINESS PROFITS, BUSINESS INTERUPTION, LOSS OF
BUSINESS INFORMATION, OR ANY OTHER PECUNIARY LOSS) ARISSING OUT OF THE USE OF OR
INABILITY TO USE THE SOFTWARE PRODUCT, EVEN IF CORMAN SYSTEMS AND DAVID W. JOHNSON
HASBEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. BECAUSE SOME STATESAND
JURISDICTIONS DO NOT ALLOW EXCLUSION OR LIMITATION OF THE LIABILITY OF CONSEQUENTIAL
OR INCIDENTAL DAMAGES, THEABOVE LIMITATION MAY NOT APPLY TO YOU.
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